Limiting National Security Risks in the Supply Chain
April 30, 2018

Agenda
7:15 AM - 8:00 AM – Registration and Networking Breakfast
8:00 AM - 8:45 AM – Keynote Address
8:45 AM - 10:00 AM – Panel Discussion

Keynote Speaker:
Bill Evanina, Director, National Counterintelligence and Security Center
Mr. Evanina has led NCSC since June 2, 2014. He serves as the head of counterintelligence (CI) for the U.S. Government and as the principal CI and security advisor to the Director of National Intelligence. He is responsible for leading and supporting the CI and security activities of the U.S. Intelligence Community, the U.S. Government, and U.S. private sector entities at risk from intelligence collection or attack by foreign adversaries.

Under Mr. Evanina’s leadership, NCSC produces the President’s National Counterintelligence Strategy of the United States of America, which is instrumental in raising foreign intelligence threat awareness, and closing critical CI and security gaps in Executive Branch departments and agencies. The Strategy was enhanced by a highly visible national outreach campaign “Know the Risk, Raise Your Shield,” raising public awareness of the threats posed by foreign intelligence services.

Moderator:
Jason Miller, Executive Editor/Reporter, Federal News Radio
Jason Miller has been executive editor of Federal News Radio since 2008. Jason directs the news coverage on federal technology, procurement, finance and human resources issues. He has produced impactful and insightful news reports and series on whistleblower retaliation at the Small Business Administration, cross-agency priority goals, shared services and procurement reform.

Panelists:
Ryan Socal, Senior Program Manager, Azure Global Ecosystem, Microsoft
Mr. Socal is a senior program manager with Azure Global Ecosystem. He is responsible for managing the supply chain assurance efforts for the Azure cloud infrastructure. He holds a bachelor of science from California State University, Sacramento. Prior to joining Microsoft, he worked for Cisco and spent over 20 years in the U.S. Air Force in the physical security and cyberspace operations specialties.

Jon Boyens, Manager, Security Engineering and Risk Management, National Institute of Standards and Technology
Mr. Boyens leads NIST’s Cyber Supply Chain Risk Management (C-SCRM) Program and co-leads the federal interagency working group for C-SCRM. He helps develop and coordinate the Department of Commerce’s cybersecurity policy and represents the department in the administration’s interagency cybersecurity policy process. He has contributed to the NIST Cybersecurity Framework and the President’s Commission on Enhancing National Cybersecurity.

Emile Monette, Cybersecurity Strategist, Office of Cybersecurity and Communications, DHS
Mr. Monette leads the Department of Homeland Security’s Cyber Supply Chain Risk Management Initiative. In this role, he leads the Department’s efforts to enable stakeholders to become smarter consumers of information and communications technology (ICT) and Internet of Things (IoT) products and services. He also advises DHS senior leadership on legal, policy, and operational matters related to cyber and supply chain security.

Ronald “Fog” Hahn, Executive Vice President, Critical Infrastructure Protection (CIP) Strategies, AECOM
Mr. Hahn leads AECOM efforts to provide innovative CIP solutions and proven military grade wireless/mobile expertise, cybersecurity, and physical security solutions. His experience provides the unique capability to perform accurate assessments of Industrial Control System (ICS), Supervisory Control and Data Acquisition (SCADA), and operational, business and wireless infrastructure to protect data across the electronic security perimeter.